**О мошенничестве с использованием информационно-телекоммуникационных технологий**

В настоящее время количество преступлений, связанных с совершением мошенничества с использованием информационно-телекоммуникационных технологий, стремительно увеличивается.

Данный вид хищения является общественно опасным деянием, которое не только причиняет имущественный ущерб гражданам, но и разрушает нравственные устои общества, подрывает доверие человека к человеку.

Среди большого многообразия видов мошенничества широкое распространение получило так называемое мошенничество, совершаемое в сфере использования мобильных средств связи и сети «Интернет», совершаемое с помощью средств сотовой связи, когда деньги у потерпевших похищаются под предлогом совершения каких-либо банковских операций, направленных на восстановление якобы поврежденных данных об их банковских вкладах, либо путем введения в заблуждение потерпевших.

Например, злоумышленники, представившись сотрудниками банка, путем обмана, сообщили потерпевшей о якобы совершаемой попытке оформления на имя клиента кредитных обязательств. С целью предотвращения противоправных действий, звонивший сообщил женщине о необходимости получить кредит и положить полученные денежные средства на специальные ячейки для сохранности. Женщина последовала данным инструкциям. В результате произведенных ею финансовых операций на счета мошенников переведено более 1 миллиона рублей.

По факту хищения денежных средств возбуждено уголовное дело по признакам преступления, предусмотренного статьей 159 УК РФ (мошенничество).

Уважаемые жители Александровского района! Важно помнить, что настоящие сотрудники службы безопасности банка, а также работники правоохранительных структур никогда не запрашивают по телефону конфиденциальную информацию (банковские реквизиты, пароли и защитный код) и никогда не требуют проведения каких-либо финансовых операций под предлогом защиты денежных средств от несанкционированных списаний, а также перевода их на якобы безопасный счет.

Не осуществляйте никаких операций по движению своих денежных средств по указанию посторонних лиц. В случае поступления звонков по финансовой тематике необходимо прервать разговор и самостоятельно обратиться в отделение кредитной организации.

Чтобы не оказаться жертвой мошенников, необходимо не торопиться, не предпринимать каких-либо действий, если на ваш телефон поступил звонок с неизвестного номера с просьбой о незамедлительной помощи родственнику, попавшему в неприятную ситуацию или же смс-сообщение о блокировании вашей банковской карты.

В случае совершения мошенничества в отношении вас или ваших близких, незамедлительно обращайтесь в территориальные органы внутренних дел.